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Data privacy information for business partners according to Art. 13 
& Art. 14 EU General Data Privacy Regulation 
We appreciate your interest in our company and would like you to feel secure in our business 
contacts, also regarding the protection of your personal data. 

The protection of personal data is a serious matter for us. Therefore, compliance with the 
provisions of the EU General Data Protection Regulation and other relevant data protection 
laws is a matter of course for us. We want you to know when we process which data and how 
we use it. We have taken technical and organisational measures to ensure that the 
regulations on data protection are observed both by us and by external service providers. 

1. Who is responsible for data processing and who is your contact? 

Responsible is: 

WEBER GmbH  
Wailandtstr. 6 
63741 Aschaffenburg 
Phone: +49 (0)6021 3588-0 
E-mail: service@webergmbh.de 
 

Data Protection Officer: 

Tino Friedl 
WEBER GmbH 
Wailandtstr. 6 
63741 Aschaffenburg 
Phone: +49 (0)6021 3588-123 
E-mail: datenschutzbeauftragter@webergmbh.de 

 
2. Which personal data do we collect? 

Within the scope of our business contact, we process the following personal data in 
particular:: 

 Master data (first name,sur name, if applicable title, function, etc.) 

 Business contact details, e.g. address, email, telephone and fax numbers 

 Any other business-related information, e.g. your sector, previous business activities, 
business history with us 

 Any additional personal information you have shared with us (e.g. your birthday, 
hobbies, etc.)) 

 Contract details, such as customer ID, correspondent bank, tax number, VAT ID 

 Creditworthiness data 

 Data for the processing of payment transactions 
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 Photos that you share with us or that are taken in course of events where  you were a 
participant/visitor 

 Personal data that we are permitted to process from publicly accessible sources (e.g. 
commercial register, creditworthiness information from Creditreform) 

As a rule, we receive the aforementioned data (with exception of the last-mentioned point) 
directly from you. If we receive any data from other sources, we will inform you of this 
separately. 

3. We process the data for what (purpose of processing) and on what legal base? 

Data processing is carried out for the purpose of concluding and fulfilling the contract. The 
processing of your data is necessary for conclusion and fulfilment of the contract with you 
according to Art. 6 para. 1 lit b EU GDPR.. 

In addition, the data processing is required in accordance with Art. 6 (1) lit f EU-GDPR to 
protect our legitimate interests. Our legitimate interests exist in connection with the 
fulfilment of the mutual obligations arising from the contract between WEBER GmbH and 
you.  

If you have given us your consent, the data will also be processed for advertising and 
marketing purposes. You can object to the processing for advertising and marketing 
purposes at any time. 

4. Who gets your data? 

Within our company, access is granted to those departments that need it in order to fulfil our 
obligations. As far as necessary for the execution of the contract, we will transfer your data to 
service providers and third parties who support us in the execution of our obligations 
towards you and who have been selected and committed by us also under aspects of data 
protectio. 

5. Is data transferred to a non-EU member state or an international organisation 

As a rule, your data is not transferred to a non-EU member state. If service providers in a 
non-EU member state are used in the context of job processing, they are obliged to comply 
with the level of data protection in the EU. 

6. How long do we store your data? 

We process and store your personal data as long as it is necessary for the fulfilment of our 
contractual and legal obligations.. 

If the data are no longer required for the fulfilment of contractual or legal obligations, they 
are regularly deleted, unless their temporary further processing is required for legal reasons.. 

7. How do we secure your data? 

We implemented technical and organisational security measures to protect your data 
processed by us against accidental or intentional manipulation, loss, destruction or against 
access by unauthorised persons. Our security measures are continuously improved in line 
with technological developments. 
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Our employees and, if applicable, data processing third parties are obliged by us to maintain 
confidentiality. 

8. What are your rights? 

You have the right, in accordance with the EU Data Protection Regulation, to request 
information from us at any time regarding the storage of your personal data by us.  

Furthermore, you have the following rights in relation to this stored data: 

 the right to information about stored data (Art. 15 EU GDPR),  

 the right to rectification of inaccurate data (Art. 16 EU GDPR), 

 the right to erasure of data (Art. 17 EU GDPR), 

 the right to restrict the processing of data (Art. 18 EU GDPR),  

 the right to object to the unacceptable processing of data (Art. 21 EU GDPR), and  

 the right to data portability (Art. 20 EU GDPR 

If you agreed to the use of data, you can revoke this consent at any time with effect for the 
future.  

Please send any requests for information or objections to data processing by e-mail to 
service@webergmbh.de or to the postal address given at the beginning of this privacy policy. 

You also have the right to lodge a complaint with a surveillance authority, in particular in the 
Member State of your residence, workplace or the place of the alleged infringement, if you 
consider that the processing of personal data concerning you infringes the EU GDPR (Art. 77 
EU GDPR). 

9. Use of automated decision-making (including profiling) 

We do not use automated decision-making or profiling. 

10. More informationen 

Information according to Art. 13 para. 2 lit. e EU-GDPR: The provision of personal data is 
neither legally nor contractually required for the conclusion of a contract. You are not obliged 
to provide the personal data. Please refer to the paragraph "What personal data do we 
collect and for what purpose?" for any consequences of not providing the data for the 
respective data processing operation. 

11. Change of our privacy policy 

We have the right to change our data protection measures if it is necessary due to technical 
developments or due to changes in legislation or jurisdiction. In these cases, we will also 
adapt our data protection declaration accordingly. Please therefore note the respective 
current version of our data protection declaration. 
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